
Future of Privacy Forum: 
15 Years of Advancing Principled 

Data Practices in Support of 
Emerging Technologies



MAY 25, 2018
The EU’s General Data 
Protection Regulation passes.

JUNE 15, 2018
FPF launches the  
Israel Tech Policy Institute.

JULY 31, 2018
FPF launches Privacy Best 
Practices for Consumer 
Genetic Testing Services, 
a set of transparency and 
accountability standards for 
consumer genetic data.

AUGUST 31, 2018
FPF launches the Privacy Book Club, 
a virtual platform for discussing 
important privacy issues and 
engaging with authors and experts.

2019
FPF celebrates its 10th 
year anniversary and 
has grown to have 170 
member companies.

OCTOBER 1, 2019
FPF launches its Europe 
office in Brussels.

OCTOBER 15, 2019
FPF establishes a task 
force to address ethical 
considerations in data 
sharing for research.

JANUARY 15, 2020 
FPF testifies before the  
House Committee on 
Oversight and Reform.

FEBRUARY 19, 2020 
FPF hosts its 10th Annual 
Privacy Papers for 
Policymakers awards.

MARCH 26, 2020 
FPF hosts Privacy & 
Pandemics: Corporate Data 
Sharing Workshop, a joint 
event with partners NSF, 
Duke, Intel and Dublin City 
University on Covid data 
sharing and notification apps.

JUNE 4, 2020
FPF launches Student Privacy 
Compass, an expanded vision 
of FPF’s focus on student 
privacy, aimed to be a reliable 
resource center of privacy 
resources and information for 
all stakeholders.

OCTOBER 5, 2020
FPF honors the winners of the  
first-ever FPF Award for 
Research Data Stewardship.

JANUARY 2021
FPF’s Israel Tech Policy 
Institute co-hosts a 
two-day workshop with 
the OECD and the Israel 
Ministry of Health on 
the topic, “Supporting 
Health Innovation 
with Fair Information 
Practice Principles.”

AUGUST 12, 2021
FPF launches its 
Asia-Pacific office in 
Singapore.

DECEMBER 7, 2021
FPF testifies before the 
U.S. Senate Finance 
Subcommittee on 
Fiscal Responsibility 
and Economic Growth 
regarding consumer 
privacy in the 
technology sector.

FEBRUARY 15, 2023
FPF launches the FPF 
Training Program. 

JUNE 22, 2023
FPF hosts the inaugural  
Japan Privacy Symposium.

SEPTEMBER 19, 2023
FPF releases Best Practices 
for AI in the Workplace, 
collaborating with leading 
companies to develop 
best practices for AI and 
workplace assessment 
technologies, promoting 
fairness and transparency in 
hiring practices.

2024
FPF celebrates its 15th 
Anniversary and hosts 
its first Annual DC 
Privacy Forum focused 
on AI, “AI Forward.”  

JUNE 16, 2022
FPF testifies before the U.S. 
House Energy and Commerce 
Subcommittee on Consumer 
Protection and Commerce hearing, 
“Protecting America’s Consumers: 
Bipartisan Legislation to Strengthen 
Data Privacy and Security.”
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FPF will continue to track and analyze emerging technologies and influence their 
adaptation in ways that respect individual privacy. We want the use of data to remain 
a net benefit for society. Data holds greater promise than ever to improve our health, 
knowledge, and quality of life — as long as it is well-managed to control risks and 
empower individuals.”

— Jules Polonetsky, CEO, FPF 



This 15-year look back highlights 
some of the key milestones and 
achievements of the Future of Privacy 
Forum since its founding in 2008. 

Future of Privacy Forum (FPF) is a 
nonprofit organization with a global 
presence that brings together 
academics, civil society, government 
officials, and industry to evaluate the 
societal, policy, and legal implications 
of data uses, identify the risks and 
develop appropriate protections.  
We are optimists who believe 
technology and data can benefit 
society and improve lives if the right 
laws, policies, and rules are in place.

As technology continues to evolve, 
the FPF remains committed to 
serving as a catalyst for privacy 
leadership and scholarship, 
advancing principled data practices 
in support of emerging technologies. 

NOVEMBER 2008
Future of Privacy Forum 
(FPF) is founded with 
the mission to advance 
responsible data  
practices and promote 
privacy awareness.

FPF launched with the 
vision for the future of 
privacy with a mission 
statement of 9 principles 
and a call for the new 
presidential administration 
to address 7 urgent 
privacy priorities.

SEPTEMBER 15, 2010 
FPF launches Privacy 
Papers for Policymakers  
in Washington, D.C.

JANUARY 26, 2010 
FPF launches the power 
of “i” to help advertisers 
be more transparent with 
consumers about how 
their data is used.

MAY 26, 2011 
FPF launches App 
Privacy Site and 
publishes ground-
breaking reports 
on mobile privacy, 
highlighting the 
unique challenges and 
risks associated with 
location tracking and 
mobile apps.

SEPTEMBER 10, 2013
FPF and Stanford’s Center 
for Internet and Society 
(CIS) host a sold-out forum: 
Big Data and Privacy: 
Making Ends Meet.

AUGUST 21, 2014 
FPF launches FERPA | 
SHERPA to help schools, 
education stakeholders, 
and policymakers in the 
U.S. better understand the 
implications and requirements 
of the Family Educational 
Rights and Privacy Act.

OCTOBER 7, 2014 
FPF launches the K-12 Student 
Privacy Pledge, a pledge for 
K-12 school service providers to 
commit to safeguarding student 
privacy, with commitments 
covering the collection, 
maintenance, and use of 
student personal information.

JANUARY 12, 2015
President Barack Obama 
endorses the K-12 Student 
Privacy Pledge.

JANUARY 20, 2015
FPF launches Student 
Privacy Boot Camps, a 
training program for ed tech 
companies to understand 
the regulatory requirements 
and industry best practices 
to properly handle 
student educational data 
in a complex and rapidly 
changing environment.

APRIL 25, 2016
FPF publishes its first 
infographic in a series,  
A Visual Guide to Practical 
Data De-Identification.

NOVEMBER 8, 2016
FPF hosts the inaugural  
Brussels Privacy Symposium.

2012 
FPF launches a first-
of-its-kind privacy seal 
program for companies 
that use consumer 
energy information.
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DEGREES OF IDENTIFIABILITY PSEUDONYMOUS DATA DE-IDENTIFIED DATA ANONYMOUS DATA
Information containing direct and indirect identifiers. Information from which direct identifiers have 

been eliminated or transformed, but indirect 
identifiers remain intact.

Direct and known indirect 
identifiers have been removed or 
manipulated to break the linkage 
to real world identities.

Direct and indirect identifiers have 
been removed or manipulated together 
with mathematical and technical 
guarantees to prevent re-identification.

Data that identifies a 
person without additional 
information or by linking 
to information in the public 
domain (e.g., name, SSN) 

Data that identifies an 
individual indirectly. Helps 
connect pieces of information 
until an individual can be 
singled out (e.g., DOB, gender)

Technical, organizational 
and legal controls preventing 
employees, researchers or 
other third parties from 
re-identifying individuals 

Name, address, 
phone number, SSN, 
government-issued ID 
(e.g., Jane Smith, 
123 Main Street, 
555-555-5555) 

Unique device ID, 
license plate, medical 
record number, 
cookie, IP address 
(e.g., MAC address 
68:A8:6D:35:65:03) 

Same as Potentially 
Identifiable except data 
are also protected by 
safeguards and controls 
(e.g., hashed MAC 
addresses & legal 
representations)

Clinical or research 
datasets where only 
curator retains key 
(e.g., Jane Smith, 
diabetes, HgB 15.1 
g/dl = Csrk123) 

Unique, artificial 
pseudonyms replace 
direct identifiers (e.g., 
HIPAA Limited Datasets, 
John Doe = 5L7T LX619Z) 
(unique sequence not 
used anywhere else)

Same as Pseudonymous, 
except data are also 
protected by safeguards 
and controls

Data are suppressed, 
generalized, perturbed, 
swapped, etc. (e.g., GPA: 
3.2 = 3.0-3.5, gender: 
female = gender: male)

Same as De-Identified, 
except data are also 
protected by safeguards 
and controls 

For example, noise is 
calibrated to a data set 
to hide whether an 
individual is present or 
not (differential privacy)

Very highly aggregated 
data (e.g., statistical 
data, census data, or 
population data that 
52.6% of Washington, 
DC residents are women)
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SAFEGUARDS and CONTROLS

A VISUAL GUIDE TO PRACTICAL DATA DE-IDENTIFICATION

What do scientists, regulators 
and lawyers mean when they 
talk about de-identification? 
How does anonymous data 
differ from pseudonymous 
or de-identified information? 
Data identifiability is not 
binary. Data lies on a 
spectrum with multiple 
shades of identifiability.

This is a primer on how 
to distinguish different 
categories of data. 
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OCTOBER 8, 2009
FPF announces a partnership and 
series of privacy events with George 
Washington University Law School.

MAY 11, 2009
FPF sends a letter to The White House  
on privacy policies and transparency.

SEPTEMBER 25, 2017
FPF hosts Sustainable 
Innovation with Effective 
Data Protection in the 
Pacific Rim, a side event 
to the 39th International 
Conference of Data 
Protection and Privacy 
Commissioners.

NOVEMBER 10, 2017
Ahead of the EU’s 
General Data Protection 
Regulation going into 
effect, FPF co-hosts 
“Privacy Engineering 
Research and the 
GDPR: A Trans-Atlantic 
Initiative,” and the event 
is summarized in the 
European Data Protection 
Supervisor’s newsletter.
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When I founded the Future of Privacy Forum in 2008, the vision was that it 
would be a place where we could advance the responsible use of data while 
respecting individual privacy.”

— Christopher Wolf, Founder, FPF 


